|  |  |
| --- | --- |
|  |  |
|  | KvalitetsgranskningSäkerhet  |
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|  |
| --- |
| Revisionshistorik för denna mall |
| Version | Författare | Kommentar |
| 1.0 | Inera, Arkitektur och Regelverk |  |
| 1.1 | Hanna Eliasson och Helen Broberg A&R | Rensat bort ej tillämpbara delar som ej används |
| 1.2 | Fredrik Rosenberg, A&R | Lagt till delar gällande informationssäkerhet |
| 1.3 | Mattias Nordvall, A&R | Ändrat länk i inledningen.Tagit bort granskningspunkten webbtext |
| 1.4 | Informatikgruppen, A&R | Lagt till delar genom checklista för granskningar |
| 1.5 | Informatikgruppen, A&R | 2018-06-15 Uppdateringar av struktur i dokumentet |
| 1.6 | Informatik, Säkerhet, A&R | 2018-12-05 Anpassad enligt informationsspecifikationsmall 2.8. Sidhuvudet justerad. |
| 1.7 | Informatik, Säkerhet, A&R | 2019-05-27- Färgjustering I och S, Granskningsfärger bortplockade, Utlåtande justerat enligt  |
| 1.8 | Informatikgruppen, Arkitektursektionen | 2022-05-02 -Tagit bort delar gällande verksamhet och informatik då dessa numer täcks av ett självgranskningsprotokoll. |

# Inledning

Granska så att standard följs för att nå enhetlig, konsekvent, förståelig dokumentation om verksamhetens dokumentationsbehov i ett visst uppdrag/projekt. Respektive projekts Verksamhetsexperter och informatiker ansvarar för att innehållet svarar mot kraven.

Kvalitetsgranskningen Säkerhet utförs på ny eller uppdaterad Informationsspecifikation och/eller Tjänstekontraktsbeskrivning. Denna granskning kompletterar den T-granskning samt självgranskning gällande Verksamhet och Informatik som också utförs.

Resultatet av granskningar presenteras under respektive tjänstedomän på <http://rivta.se/domains>

### Granskningspunkter

Granskningspunkterna bygger på innehållet i följande dokument och resultatet anges med färgmarkering och kommentar:

Informationsspecifikationsmall

http://rivta.se/documents/ARK\_0026/

Vägledning för innovativ applikationsutveckling och tjänsteutveckling.

<http://rivta.se/documents/ARK_0022>

Namnsättning av tjänstedomän och tjänstekontrakt

<http://rivta.se/documents/ARK_0027>

Icke funktionella krav, dokument på denna sida:

<http://rivta.se/documents/ARK_0025>

Om det finns något som avviker från regelverk eller rekommendation är det bra vid granskning att skicka kommentarer vad som avviker och varför. I tillämpliga fall dokumentera detta i AB.

Granskningsinformation

|  |  |
| --- | --- |
| Granskningsinformation - Säkerhet | Kommentar |
| Granskning gäller |  |
| Datum  |  |
| Utförd av |  |

|  |  |
| --- | --- |
| Granskade dokument | Kommentar |
| Informationsspecifikation |  |
| Tjänstekontraktsbeskrivning  |  |
| Arkitekturella beslut |  |

# Informationsspecifikation

### Informationssäkerhet och juridik

|  |  |
| --- | --- |
| Checklista för kvalitetssäkring: | Kommentar: |
| Lagstöd för behandling av personuppgifter enligt GDPR finns |  |
| Tydligt ändamål med behandlingen finns angivet |  |
| Det är beskrivet hur informationen ska flöda, dvs mellan vilka parter |  |
| Det är angivet om behandlingen omfattar individens direktåtkomst, utlämnande eller sammanhållen journalföring, alternativt kombinationer av dessa |  |
| Rättsliga krav finns framtagna i rättsutredning alternativt är aktuella lagrum angivna och analyserade |  |
| Säkerhetskrav som fallit ut från rättslig utredning finns angivna |  |
| Om vissa informationsmängder kräver speciell hantering är detta angivet, tex skyddade personuppgifter |  |
| Om särskilda krav på autentisering finns är dessa angivna, tex stark autentisering |  |
| Om särskilda krav på loggning finns är dessa angivna, tex pdl-loggning |  |
| Krav gällande sammanhållen journalföring är angivna, tex spärrfunktionalitet |  |
| Krav som framkommit i punkter ovan och som åligger informationsproducent är listade |  |
| Krav som framkommit i punkter ovan och som åligger informationskonsument är listade |  |
| Informationsmängder som krävs för behörighetsstyrning är angivna, tex vårdenhet, vårdgivare |  |
| Behandlingen är inte motstridig befintliga lagar och regler, tex Patientdatalagen, GDPR eller Socialstyrelsen föreskrifter |  |
| Om det är möjligt är personuppgiftsansvaret definierat |  |

### SLA-nivåer och andra icke-funktionella krav

|  |  |
| --- | --- |
| Checklista för kvalitetssäkring:  | Kommentar |
| SLA-nivåer angivna |  |
| Nivåerna är rimliga med avseende på kunders behov |  |

### Arkitekturella beslut

|  |  |
| --- | --- |
| Checklista för kvalitetssäkring:  | Kommentar |

|  |  |
| --- | --- |
| Finns beslut noterade som gäller säkerhet |  |

# Utlåtande

Säkerhet (S)

|  |  |  |
| --- | --- | --- |
| Klassificering | Utlåtande | Kommentar |
| S |  |  |

**Beskrivning av utlåtande**

|  |  |
| --- | --- |
| Utlåtande  | Förklaring |
| U = Underkänd | Kvalitetssäkringen pekar på allvarliga brister som måste åtgärdas och ny kvalitetssäkring måste ske. Allvarlig avvikelse |
| G = Godkänd | Kvalitetssäkring är ok och produktionssättning kan ske utan restriktioner. |